INFORMATICA

Deel 1

**Webmail**: is een soort website waarin u uw e-mail kunt lezen en beantwoorden. Omdat het een website is, kunt u vanaf iedere computer met internet de webmail gebruiken. Webmail werkt op mailserver, de e-mail die u ziet in de webmail staan dus op de mailserver. Outlook en andere e-mailprogramma’s staan op uw computer.

**Popmail:** Bij popmail worden alle e-mails gedownload van de mailserver

**Nettiquette**; Nettiquette is een samenvoeging van de woorden netwerk en etiquette. De nettiquette omvat de ongeschreven richtlijnen en gedragsregels voor het gebruik van het internet.

**Kettingmai**l: Een kettingmail is een kettingbrief die per e-mail wordt verzonden. Vaak wordt er gewezen op het een of ander schrijnend onrecht dat iemand wordt aangedaan. Soms bevat het mailtje een dreigement: als je het niet verder stuurt, zal je iets ergs overkomen, zoals ongeluk of het verliezen van je gratis e-mailaccount. Een bijzondere vorm van een kettingmail is de valse viruswaarschuwing. Het mailtje bevat dan de waarschuwing dat een virus actief is, plus de waarschuwing dit naar zo veel mogelijk bekenden door te sturen. Soms tracht het mailtje de ontvanger er toe te brengen een schadelijke handeling uit te voeren.

**Freeware:** freeware is een gangbare benaming voor software waarvan de auteur een licentie heeft verleend tot gebruik en verdere verspreiding in ongewijzigde vorm, zonder daarvoor vergoeding te vragen. Hierdoor is deze software gratis te gebruiken.

**Shareware:** is een vorm van software die zonder of met weinig restricties verspreid mag worden, maar waarvoor bij herhaald gebruik wel een vastgelegd bedrag betaald moet worden. Vergelijk dit met freeware, waarvan de distributie vaak aan voorwaarden verbonden is, maar die zonder te betalen gebruikt mag worden.

**Fishing**: is een vorm van internetfraude, Het bestaat uit het oplichten van mensen door ze te lokken naar een valse (bank)website, die een kopie is van de echte website, om ze daar – nietsvermoedend – te laten inloggen met hun inlognaam en wachtwoord of hun creditcardnummer. Hierdoor krijgt de fraudeur de beschikking over deze gegevens met alle gevolgen van dien.

Dingen kunnen opzoeken

Deel 2:

Hoeveel velden:

Veld types

Welk veld heeft een primaire sleutel

Hoeveel tabellen

Hoeveel formulieren/rapporten:

1 criteria

Meerdere criteria ’s

Verbinden:

|  |  |
| --- | --- |
| Fishing |  |
| Zombie PC | Virus |
| Who is | database |
| Spam | Ongewenste elektronische post |
| Filtering | Computerprogramma dat de inhoud van de opgevraagde websites analyseert - kinderen |
| Firewall | Is een systeem dat een netwerk of computer kan beschermen tegen misbruik van buitenaf |
| Pop-up | Is een kleiner venster dat verschijnt boven op het bestaande venster |
| Hardware | Zijn alle fysieke componenten aangeduid die in een computer een rol spelen |
| Trojaanspaard | Zit verborgen in een programma dat de gebruiker heeft geïnstalleerd . Deze functie kan toegang tot de geïnfecteerde computer verschaffen aan kwaadwillende en zo schade toebrengen aan de computergegevens. |
| Worm | Een computerworm is een zichzelf vermenigvuldigend computerprogramma. Via een netwerk worden kopieën van deze worm doorgestuurd zonder een tussenkomst van een tussengebruiker. Een worm is geen computervirus want hij heeft geen computerprogramma nodig om zich aan vast te hechten |
| Logic Bomb | Is een soort tijdbom in computersoftware. De code wordt geactieerd van zodra de bom een bepaalde actie waarneemt. Deze code zal vaak schadelijke gevolgen hebben voor de gebruiker van de oorspronkelijke software |
| Hoax | Een e-mail met een valse waarschuwing die meldt dat er een nieuw virus in omloop is. De zender legt daarin uit dat je computer in gevaar is, maar ook hoe je je computer kan beschermen tegen het virus. De oplossing is vaak heel simpel, bijvoorbeeld door eht verwijderen van een bepaald bestand van je computer. In werkelijkheid gaat het om een totaal onschadelijk of zelfs vitaal bestand van je besturingssysteem. Niet verwijderen dus; |
| Keylogger | Is een vorm van spyware die elke toetsaanslag op een computer, smartphone of tablet vastlegt. Met deze software verzamelen cybercriminelen vertrouwelijke gegevens. |
| botnet | Collectie van softwarerobots die automatisch en zelfstandig opereren. – een collectie van aan elkaar gekoppelde computers die software gebruiken die meestal is geïnstalleerd door een computerworm,…. |